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This Privacy Policy is current from August 2024 and is reviewed annually. From �me to �me, we may 

make changes to our policy, processes, and systems in rela�on to how we handle your personal 

informa�on. We will update this Privacy Policy to reflect any changes. Those changes will be available 

on our website and in the prac�ce. 

Introduc�on 

This privacy policy is to provide you with informa�on on how your personal and health informa�on is 

collected and used and the circumstances in which we may share your informa�on with third par�es. 

Premier Medicine is commi3ed to protec�ng the privacy of pa�ent informa�on and the handling of 

your personal informa�on in a responsible manner in accordance with the Privacy Act 1988 (Cth), the 

Privacy Amendment (enhancing Privacy Protec�on) Act 2012 and Privacy Amendment (No�fiable 

Data Breaches) Bill 2016, the Australian Privacy Principles and relevant State and Territory privacy 

legisla�on (referred to as privacy legisla�on). 

Consent 

When you become a pa�ent at Premier Medicine, you provide consent for prac��oners and 

administra�ve staff working at Premier Medicine to access and use your personal informa�on. Your 

health informa�on is only accessed by prac��oners (medical and allied health). There are certain 

circumstances in which we may be required to share your personal informa�on with other health 

providers which is covered by this policy.  

If we need to use your informa�on for anything else, we will seek addi�onal consent from you to do 

this. However, if your records are subpoenaed by a court of law, we are required to comply with this 

order, with or without your consent. 

Collec�on of Informa�on 

The main purpose for collec�ng, using, holding, and sharing your personal informa�on is to provide 

you with a premium healthcare service and inform you about the healthcare services offered at 

Premier Medicine. We also use personal informa�on for ac�vi�es directly related to the supply of 

healthcare services, such as Medicare claims, payments, online booking, prac�ce audits and 

accredita�on.  

For the purposes of this Privacy Policy, personal informa�on may mean some, or all of the following: 

pa�ent’s name, contact details, date of birth, other iden�fica�on details, emergency contact details, 

medical informa�on including medical history, medica�ons, allergies, adverse events, immunisa�ons, 

social history, family history and risk factors; Medicare number (where available) for iden�fica�on 

and claiming purposes; healthcare iden�fiers; health fund details and billing and account details. 
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How we collect your informa�on 

We collect your personal informa�on in the following ways: 

 When you become a pa�ent of Premier Medicine you will be required to supply personal and 

demographic informa�on, as well as health informa�on such as allergies, health, and family 

history. 

 While providing your health services, we may collect further personal informa�on relevant to 

the supply of healthcare services. 

We may also collect your personal informa�on when you visit our website, send us an email or SMS, 

telephone us or  make an online appointment. 

Personal informa�on may also be collected from other sources when it is not prac�cal or reasonable 

to collect it from you directly. This may include informa�on from: 

 Your guardian or responsible person 

 Other involved healthcare providers, such as specialists, allied health professionals, hospitals, 

community health services, and pathology and diagnos�c imaging services 

 Your health fund, Medicare, or the Department of Veterans’ Affairs (as necessary). 

Use, Disclosure and Sharing Informa�on 
We may be required to use, disclose or share your personal and health informa�on.  

Other than while providing healthcare services, or as otherwise described in this policy, Premier 

Medicine will not share personal informa�on with any third party without your consent, excluding 

the following circumstances: 

 To liaise with other healthcare providers for your healthcare needs 

 Referral to another medical prac�ce or healthcare provider 

 Account keeping and billing informa�on 

 Sending samples (e.g. blood and urine) and accompanying paperwork for analysis 

 Advice on treatment op�ons 

 The management of our prac�ce 

 Quality assurance, prac�ce accredita�on or complaint handling 

 Mee�ng obliga�ons of no�fica�on to our health defence insurer 

 To provide de-iden�fied informa�on to government agencies to aid provision of healthcare 

services in our area 

 In emergency situa�ons to lessen or prevent a serious threat to you or another pa�ent’s life, 

health or safety or public health or safety 

 If you are unable to act on your own behalf due to a health condi�on, we may need to 

discuss your health informa�on with rela�ves or emergency contacts, to ensure you receive 

necessary care 

 If required or authorised by law (e.g. Court subpoenas) 

 If needed to assist in loca�ng a missing person 

 To establish, exercise or defend a claim or dispute resolu�on 

 If there is a statutory requirement to share certain personal informa�on (for instance in the 

case of mandatory no�fica�on of certain diseases) 
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Storing your Information 
Your personal and health informa�on is stored securely in electronic form. Your records are held on-

site and are backed up daily and the back-up stored off-site in accordance with government 

guidelines.  Premier Medicine does not retain paper records, any paper received is scanned and 

added to your file. The paper is securely destroyed by a licenced provider. Premier Medicine 

maintains the highest level of confiden�ality. 

Premier Medicine does not store your credit card informa�on.  

Data Quality and Security 

We will take all reasonable steps to ensure that your personal informa�on is accurate. When 

a3ending Premier Medicine, you will be asked to confirm your details are correct. Being able to 

contact you is necessary to ensure we can deliver care to you. We request that you let us know if any 

of the informa�on we hold about you is incorrect or out-of-date.  Personal informa�on that we hold 

is encrypted and password protected both on the server and back-up drives 

Access to the soBware is role-based access protects electronic informa�on from unauthorised 

interference, access, modifica�on, and disclosure. 

We are aware that data breaches can occur, and we make every effort to protect your informa�on. 

Telehealth consulta�ons are made using an encrypted service. When these are held off-site, they will 

s�ll maintain a privacy. Should you not have access to an encrypted service, the public telephone 

network will be used. 

 

Accessing and Upda�ng your Informa�on 

You have the right to request access to, and correc�on of, your personal informa�on. 

All requests for access to personal information must be made in writing and accompanied by 

photographic identification, and we will respond within a reasonable time. There may be an 

administration fee charged. 

  

Premier Medicine takes all reasonable steps to maintain the accuracy of your personal information. 

We will ask you to verify that the personal information we hold about you is correct and current 

whenever you contact or attend the practice. You may also request that we correct or update your 

information, and you should make such requests in writing to info@premiermedicine.com.au  

 

We may deny access to your medical records in certain circumstances permitted by law, for 

example: 

 if disclosure may cause a serious threat to your health or safety 

 the access would unreasonably impact the privacy of another  

 the information relates to anticipated or actual legal proceedings, and you would not be 

entitled to access the information in such proceedings 

 the request is frivolous or vexatious 

 

We will always tell you why access is denied and the options you have available to respond to our 

decision. 
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Privacy-related complaints 
If you have any concerns about the privacy of your informa�on, please send an email to 

info@premiermedicine.com.au  outlining your concerns. 

Upon receiving your complaint, we will investigate and attempt to resolve it in accordance with 

our complaints handling procedures. 

  

You may also contact the Office of Australian Information Commissioner (OAIC) regarding privacy 

concerns. Generally, the OAIC will require you to give them time to respond before they will 

investigate. For further information visit www.oaic.gov.au or call the OAIC on 1300 363 992. 


